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Annotation. This study considers the problem of the formation of the cryptocurrency mar-
ket as an element of the financial market in Russia. Our study aims at solving the problem of
trust in cryptocurrency and finding new ways to use it in the Russian economy. During the
study, the main trends in the development of the cryptocurrency market both in Russia and
abroad were identified, the main comparative characteristics of the cryptocurrency market
with other elements of the financial market were identified, and the stages of the formation of
the cryptocurrency industry were explored. The purpose of the study is to identify problems in
the development and implementation of the cryptocurrency market in the Russian economy
against the background of an increase in the number of sanctions restrictions and currency
barriers to prevent a severe economic crisis and stagnation of the country's leading indus-
tries. The main events and statements of regulatory bodies that lead to an increase in the de-
mand for cryptocurrencies among the Russian population are considered.

Blockchain adoption can create a new digital infrastructure in organizations that can
spur innovation in business models (Chong et al., 2019; Hinnings, Gegenhuber & Green-
wood, 2018; Morkunas et al., 2019; Ticini et al., 2020) [1]. The transformation of business
models enabled by digital and/or innovative technologies such as blockchain leads to the cre-
ation of different value configurations, which can be grouped into value stores, value chains
and value chains (Chong et al., 2019; Fjeldstad & Snow, 2018) [2; 3].
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Introduction

The relevance of the study is due the fact that against the backdrop of frequent financial
crises and loss of confidence in traditional economic institutions, interest in cryptocurrencies
Is growing. The virtual currency began to perform not only the functions of a measure of val-
ue, but also the functions of investment, storage, and reservation. However, due to the lack of
a unified definition of the legal nature of cryptocurrency in the world economic community,
high speed and anonymity of calculations, this tool is also used in the shadow sector of the
economy. The contradiction between the growing popularity of cryptocurrencies and their
lack of knowledge was the reason for choosing the topic of this study.

To datf, the number of varieties of this virtual currency is extremely large. The total capi-
talization of the global cryptocurrency market, according to the world's largest independent
cryptocurrency data aggregator - coingecko, as of November 8, 2021, exceeded $3 trillion for
the first time in history. At the same time, however, digital money is not supported by any-
thing and, as a result, has a high volatility, which leads to a misunderstanding of the turnover
process, unreasonable excitement, and a ban on their use. Despite this fact, not only private
Internet users paid attention to cryptocurrencies, but also large organizations and investors, as
well as government agencies. In the field of monetary circulation, they are in demand, but at
the same time they are the least studied tool.

It should be noted that new features of cryptocurrency are constantly being identified, the
scope of their application is expanding, but this is also associated with new risks. That is why
regular observations, experiments, analysis of new information and development of new rec-
ommendations of practical importance are required.

Literature review

Davidson (2013) defines cryptocurrencies (aka cryptotokens or tokens) as “innovative
digital currencies supported by cryptography to enable and regulate transactions and supply of
digital coins in circulation” [4; 5]. Cryptocurrencies are protected from central authority and
government manipulation. They are based on blockchain technology, described as distributed
according to Yansity and Lakhani, 2017; Tufaili, Zalan and Daou, 2021 Registry Technology
(DLT) is underpinned by vital principles: decentralization; peer-to-peer transmission; trans-
parency with preservation of the alias; irreversibility of records; computational logic; re-
sistance to withdrawal and censorship [6; 7]. Based on the work of Folkinshteyn, D., & Len-
non, M., it must be assumed that cryptocurrencies have been stigmatized due to money laun-
dering, illegal trading and tax evasion, as well as volatility due to their attractiveness index for
investors, market forces (i.e. supply and demand) (Volkinstein & Lennon, 2016), attacks on
wallets and crypto exchanges (Marella et al., 2020) and the impact of macro -financial events
(e.g., Bouoiyour & Selmi, 2006) [8; 5; 9].

The Bank for International Settlements (BIS) equates the concept of "virtual currency”,
"digital currency" and "cryptocurrency" and defines "digital currency" through the following
key characteristics [10; 11]:

— issued only electronically;

— not issued in national currencies and not associated with them;
is not an obligation of anyone (unlike traditional money);

— has zero intrinsic value, i.e., not generates a stream of payments;

— used for “peer-to-peer” exchange, i.e., direct exchange between system participants us-
ing distributed ledger technology; and

— Is an asset that has some characteristics of money (in particular, it is a means of pay-
ment).
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The European Central Bank (ECB, ECB) calls cryptocurrencies decentralized bilateral
schemes for the use of virtual currencies [12].

In accordance with Art. 2 of the draft Federal law dated January 25, 2018 “On Digital Fi-
nancial Assets” of the Ministry of Finance of the Russian Federation “cryptocurrency is a type
of digital financial asset created and accounted for in a distributed registry of digital transac-
tions by participants in this registry in accordance with the rules for maintaining a registry of
digital transactions” [13].

The literature discusses blockchain as a system without trust (e.g., Werbach, 2018) or a
system of trust (e.g., De Filippi, 2019), as well as the benefits of trustless networks (e.g.,
Smits & Hulstijn, 2020) [14; fifteen; 16]. Most of the existing research shows that trust is
mainly based on the ability of blockchain networks to enforce rules and contractual agree-
ments without an intermediary body. The literature conceptualizes trust mainly at technologi-
cal levels (Hawlitschek, Notheisen, & Teubner, 2018; Zhou, Zhang, Zhao, Zheng, & Song,
2021) and within blockchain engineering, through the technical idea of a trustless network
that does not pave the way and make sure that entities outside the closed blockchain ecosys-
tem can be trusted [17; 18]. This “no trust” technical level does not guarantee consumer trust
in blockchain-based applications. According to Tonnissen et al. (2020), trust mechanisms are
needed, which are effective methods to help dispel consumer skepticism about the use of
blockchain networks and their applications with crypto tokens [19]. Many of the promises of
the blockchain economy are based on the technology's ability to reduce the cost of coordinat-
ing economic activities and remove trust in centralized authorities (Beck et al., 2018) [20].
However, the sociotechnical issues associated with blockchain, and crypto tokens still exist.

The evolution of blockchain research similarly includes a governance structure in the
blockchain economy, a new type of economic system (Beck et al., 2018) [20]. The blockchain
economy goes beyond the digital economy in the sense that transaction agreements are exe-
cuted autonomously according to the rules defined in smart contracts. The new organizational
Decentralized Autonomous Organization - DAO - is supported by the blockchain economy,
where smart contracts can execute transactions autonomously, without the intervention of
agents or the need for approval from third parties. Beck et al. (2018) reviewed the governance
structure of the DAO in relation to decision rights, accountability, and incentives, illustrating
a case study of the DAO - the case of Swarm City [20].

They emphasize that the advent of the blockchain economy requires a rethinking of gov-
ernance. Decision-making rights in the blockchain economy will be more decentralized than
in the digital economy. Incentives play a crucial role in the blockchain economy. Incentives
are a vital factor in getting the desired behavior from those who develop, maintain and use
decentralized applications, they are also critical to ensure the proper functioning of the under-
lying blockchain infrastructure (Beck et al., 2018) [20]. Incentives are needed to achieve con-
sensus, which forms the basis of the blockchain economy (Murck, 2017) [21].

Materials and methods

Determining the role and place of the cryptocurrency market in Russia, global trends in
the development of in a number of European countries, the United States, as well as in emerg-
ing markets were considered. Of particular interest was the percentage distribution of crypto-
currencies used and the degree of their impact on the economy.

The study drew on works related to crypto tokens , focusing mainly on the concept of vol-
atility and cryptocurrency price exchange rates (authors such as Bolt & van Oordt, 2016;
Cong, Li, & Wang, 2018; Folkinshteyn, D., & Lennon, M.) [22; 23; 8]; on valuation and in-
vestment mechanisms in cryptoassets, compared with fiat currencies and commaodities (Kim,
Sarin, & Virdi) [24]; about the popularity of cryptocurrency and the reasons for its implemen-
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tation in emerging markets (Carlson) [25]; about the functions of cryptocurrency that increase
or hinder its adoption (Ciaian, Raichaniova, & Kanchs, 2016; Folkinshteyn, D., & Lennon,
M.) [26; 8]; security and privacy measures in implementing cryptography (Fabian, Ermakova,
Krah, Lando, & Ahrary, 2018) [27]; and reasons for adoption by retailers (e.g. Jonker , 2018)
[28] and consumers (e.g., Albayati, Suk, Young, & Rho, 2020) [29].

The study collected aggregated data used to assess the volume of cryptocurrency market
capitalization from 2013 to 2021.

The reliability of the obtained research results was ensured by processing the database us-
ing general scientific methods of analysis (abstract-logical, analytical, economic-statistical),
technologies of economic-mathematical modeling of complex systems, as well as the meth-
odology of their in-depth analysis.

To calculate the value of a particular cryptocurrency, many indicators are used, one of
which is the NVT coefficient. It takes into account the relationship between market capitaliza-
tion and remittance volumes. This indicator is similar to the PE (price/earnings) ratio used in
the stock markets. NVT is calculated using the following formula:

NVT= market clap1tal1zat1on’ (One)

transaction volume

The value of an asset is judged by the coefficient: the higher it is, the greater the likeli-
hood of a bubble or revaluation. The limit is a value in the range 90-100. A decrease in the
coefficient indicates that interest in the coin is growing, however, a very low level of the indi-
cator means that the value of the network does not match the increase in its use, which may
indicate non-valuation.

Results

Over the past decade, the audience coverage of the cryptocurrency market has been grow-
ing rapidly.

To assess the trend of its development, it was necessary to analyze the dynamics of market
capitalization. The capitalization of all cryptocurrencies is the total market value of the circu-
lating supply of the crypto currency. However, this is not an accurate indicator, since the
number of all generated coins is taken into account, and not the real turnover on the exchang-
es, for example, as in the case of bitcoin, a significant part of the total supply of which, name-
ly 3.7 million coins, is irretrievably lost.

The dynamics of the market capitalization of the cryptocurrency market from 2013 to
2021 shown in Figure 1.

As a result of the analyzed dynamics of the total market capitalization of cryptocurrencies
from 2013 to 2021, this period was divided by the author into 5 time zones:

1. "ORIGIN AND DEVELOPMENT" - FROM 2013 TO 2016

At the stage of the emergence and development of the crypto industry, the market capitali-
zation of the entire industry did not exceed $20 billion: at the end of the year, compared to
2013, in 2014 capitalization decreased by 46.39%; at the end of 2015 increased by 25.04%; at
the end of 2016 - by 135.87%.

2. "CRYPTOBOOM NO. 1" - 2017

In 2017, there was an increase in the price of the main representative of the crypto indus-
try - bitcoin by more than 500%, and other altcoins also strengthened their positions. These
events caused a general stir and increased interest in cryptocurrencies, which contributed to
the influx of new participants in the crypto -currency market. Therefore, there was a signifi-
cant change in market capitalization from $16.39 billion (at the end of 2016) to $614.24 bil-
lion (at the end of 2017).
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Figure 1 - Dynamics of the market capitalization of the cryptocurrency market from 2013 to 2021,
billion dollars

3. "CRYPTOZIMA" - 2018

A sharp growth is followed by a correction and a decline, which is observed in 2018. The
decline in the price of the main representatives of cryptocurrencies affected the negative
change in market capitalization, namely by 78.75% to the value of $130.54 billion.

4. "THAW" - FROM 2019 TO 2020.

The growth in the reach of the cryptocurrency market did not end in 2017. Until the next
“Crypto boom” in 2021, there is a gradual “thaw” from the correction of 2018, i.e., an in-
crease in market capitalization at the end of 2019 by 54.41% to a value of 201.57 billion dol-
lars and at the end of 2020 by 261.40 % to a value of 728.47 billion dollars.

5. "CRYPTOBOOM NO. 2" - 2021.

2021 is the year of new records among cryptocurrency exchange rates and, as a result, a
stunning increase in market capitalization by 248.23%. On November 8, 2021, for the first
time in history, the value exceeded the $3 trillion mark, but at the end of the year, due to cor-
rections, it amounted to $2,536.72 billion. The global crisis, as a result of countering and
eliminating the consequences of the coronavirus infection, could not negatively affect the
course of the cryptocurrency market, but on the contrary, contributed to its development:
more and more large players began to enter the industry, up to entire states.

Today, the financial market in Russia includes four segments: the credit market, the for-
eign exchange market, the securities market, and the insurance market. However, the fact that
the use of cryptocurrencies is integral in the daily life of citizens of the Russian Federation
means the formation of the fifth segment of the country's financial market, the characteristics
of the constituent elements of which are presented in tables 1 and 2. As a result of the study, a
comparative characteristic of the Russian financial market segments was carried out, present-
ed in Table 1 below.
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Table 1 - Comparative characteristics of the Russian financial market segments

Criterion Credit Currency Market valuable  Insurance = Cryptocurrency
market market papers market market
Subject National Foreign Valuable paper Insurance  Unsecured
purchase - sale  money money service Cryptocurrency
stablecoins
Tokens X
Availability
special \/ \/ \/ \/ Not enou\gh/
legislation
Financial Banks Banks Banks Insurance = Cryptocurrency
institutions Currency Stock exchanges ~ companies = exchanges
exchanges Brokerage and Crypto exchangers
investment
companies
Investment funds

Cryptocurrency is the object of sale and purchase of the new segment, but not in its gener-
alized sense. Bitcoin, altcoins, stablecoins and tokens will only be tradable as a property asset
and not as a currency, as they do not qualify under this term. Financial institutions will be
cryptocurrency exchanges and exchangers, whose professional activities in this segment of
the financial market will be licensed and regulated by updated legislation.

Based on the results of the study, the characteristic features of the cryptocurrency market
were identified, which are also inherent in other segments of the Russian financial market
(Table 2).

Table 2 - Signs of the similarity of the cryptocurrency market with other segments of the Russian
financial market

Segment Similarities

Credit market The similarity of staking with the princes of deposit operations.

Proximity of stablecoins with the object of purchase and sale of the foreign

Currency market exchange market.

Tokens, like securities, can act as a means of attracting investments and secur-
ing certain rights for their owner.
Cryptocurrencies are also speculative.

Market valuable
papers

Segments of the financial market are not isolated from each other but interact according to
the principle of communicating vessels. In the concept of the updated Russian financial mar-
ket, the digital ruble platform will provide free transfer of cash flows, and the cryptocurrency
market will act as a completely new, hybrid element.

As part of the study, the following events, activities and statements were identified that
stimulate the growth of the popularity of cryptocurrency in Russia:

1. IN SEPTEMBER 2022, RUSSIA ANNOUNCED THAT IT WOULD ALLOW
CRYPTO MINING IN REGIONS WITH HYDROELECTRIC POWER PLANTS AND
NUCLEAR POWER [30].

Russia recently agreed on legislation that will help facilitate cryptocurrency mining in ap-
proved areas within its country. The idea of mining in regions with a sustainable surplus of
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electricity and power generation is nothing new. Ultimately, the idea here is to channel the
surplus electricity and energy into something productive.

2. IN SEPTEMBER 2022, THE CENTRAL BANK OF RUSSIA APPROVED
BITCOIN, ETHEREUM AND OTHER CRYPTOCURRENCIES FOR CROSS-BORDER
PAYMENTS [31].

The Central Bank of Russia has taken a huge step towards legalizing cryptocurrencies as it
moves towards legalizing cryptocurrencies for cross-border transactions. This is the result of
the Russian government becoming more open about its laws and regulations regarding cryp-
tocurrencies over the past few months. Allowing crypto payments for cross-border use also
allows its citizens to have access to their wallets with digital assets inside or outside of Rus-
sia.

3. SINCE APRIL 2021, THERE HAS BEEN AN INCREASE IN THE NUMBER OF
RUSSIANS WHO DISCLOSE THEIR INCOME FROM CRYPTOCURRENCIES [32].

Consulting firms such as PwC Russia, said that Russians are increasingly reporting their
earnings from cryptocurrencies. There has been an increase in the number of disclosures
about the ownership of cryptocurrencies in Russia over the past few months, according to a
new report. Russian news agency lzvestia reports on Thursday that Russians are increasingly
disclosing their earnings from crypto trading for tax purposes. The report provides data from
consulting and law firms such as KPMG, PricewaterhouseCoopers, FTL Advisors, and the
Moscow-based public policy think tank Center for Strategic Studies.

Offers for development of regulation of cryptoeconomics in Russia [33]:

1. With regard to the circulation of cryptocurrencies and the procedure for conducting an
ICO, it is necessary to accept the explanations of the tax authorities on order of payment of
direct and indirect taxes (VAT, tax on profit, tax personal income) depending on situations
in which crypto assets are used (according to analogy with clarification in Israel).

2. With regard to the risks of money laundering and terrorist financing, amendments to the
Federal Law “On combating the legalization (laundering) of proceeds from crime,
and financing of terrorism” in terms of establishing a requirement for identification of clients
of crypto wallets and clients during ICO.

3. Rosfinmonitoring should develop guidelines for assessing AML/CFT risks when con-
ducting transactions related to cryptocurrencies.

4. It is necessary to stimulate the development of voluntary certification systems for ICO
projects, and also the use of escrow services when raising funds (this will reduce the risk of
fraud on ICO).

Thus, the adoption of legislation on digital financial assets governing the 1CO process
should be linked to international harmonization of regulation. AT Otherwise, the adoption of
the bill is not will contribute to the development of cryptoeconomics.

Discussion

Despite the problems associated with cryptocurrencies, the increased popularity and use of
crypto tokens means that the community of users, institutions and technology enthusiasts is
ready to trust innovation. Proponents of crypto tokens emphasize the essential importance of
non-intermediation and utility as reasons. According to Tonnissen, Beinke, and Teuteberg
(2020), cryptotokens can offer several useful features [19]:

¢BLOCKCHAIN-BASED ECOSYSTEM,;

«BLOCKCHAIN-DRIVEN SERVICE;

eTHEY CAN SERVE TO FUND BLOCKCHAIN-BASED STARTUPS; AND

eTHEY ENABLE THE ECOSYSTEM COMMUNITY TO ACHIEVE NETWORK EF-
FECTS.
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However, it is still not fully understood what are the driving forces that lead to people's
trust in crypto tokens and hence their adoption. Despite their usefulness, crypto tokens seem
to face a major issue with trust as a critical factor for adoption, whether it be payment instru-
ments, speculative investments, or long-term holding assets.

For further analysis, it is necessary to consider in more detail the structure of the global
cryptocurrency market, which is shown in Figure 2.
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Figure 2 - The structure of the global cryptocurrency market from 2013 to 2021

At the moment of “birth and development” (from 2013 to 2016), the main share (over
75%) of the crypto market is logically occupied by its founder: bitcoin. At the crisis stage of
"Cryptozima" and during the "Thaw", its share exceeded 50%: in 2018 - 51.69%, in 2019 -
66.76%, in 2020 - 67.02%, which means the main trend of the market is still determined by
the discoverer, especially in difficult times for the crypto industry. However, during the mo-
ments of “crypto booms” (2017 and 2021), when increased interest and excitement in the en-
tire industry are characteristic, there is a change in the share of bitcoin below the bar of 50%:
in 2017 - 38.66% and in 2021 - 37 .88%. During these periods, the strengthening of the posi-
tions of altcoins is especially noticeable, which began from the moment of the first "crypto
boom™ in 2017.

In 2015, when the ethereum platform was just launched, its share was already 0.93%, and
from 2016 to the present day, this cryptocurrency has been among the top three leaders in
terms of total market capitalization.

In the cryptocurrency market, coins with high liquidity can be easily exchanged for fiat
money or other crypto assets. For this category, there is always a high demand from buyers
and sellers, and a relatively low spread between the purchase and sale prices. A low level
means high coin volatility and unstable demand from market participants. Volatility is the
strength of fluctuations in the exchange rate of a crypto asset in a given period of time.

One of the factors affecting the liquidity of a crypto asset is the trading volume and vola-
tility of the coin, which in the course of the subsequent analysis will be discussed in more de-
tail with bitcoin and ethereum, as the main representatives of the industry (Figure 3).
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Figure 3 - Dynamics of the daily maximum trading volumes and the level of volatility
of bitcoin and ethereum for 2017-2021

Bitcoin and ethereum are the most popular representatives of the cryptocurrency industry,
but even they are not stable assets in the price segment. The exchange rate change in one day
could reach values above 60%, which is observed in 2020. The maximum daily trading vol-
ume of both coins gradually increased throughout the analyzed period from values in 2017 of
$22.2 billion for bitcoin and $5.18 billion for ethereum to values in 2021 of 350.97 and 84.48
billion dollars, respectively. The coverage of bitcoin in terms of trading volume is higher than
that of ethereum, and the level of volatility is lower during almost the entire analyzed period.
However, these indicators are not the main factors affecting the value of the coin, first of all,
these are the manipulations of the largest holders of the asset and increased demand caused by
a significant event both in the crypto industry, and within an individual state, or even around
the world. And only in the second place, these are indicators of market capitalization, trading
volume and the number of exchanges where you can sell a specific crypto asset.

The initial data and calculation results of the NVT indicator are presented in Figures 4 and
5.
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Figure 4 - Comparative dynamics of the daily bitcoin price level and
the NVT indicatorfor 2017-2021.
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Figure 5 - Comparative dynamics of the daily price level of ethereum and
the NVT indicatorfor 2017-2021

After analyzing the dynamics of these indicators, patterns are noticeable in the red and
yellow zones for both bitcoin and ethereum. In the first case, when a new local maximum was
reached in the price of both coins, and when it corrected and declined, the level of the NVT
coefficient was either within the norm, as in the case of bitcoin, or even below this range, as
in the case of ethereum. However, already in the yellow zone, the NVT indicator showed that
the achievement of a new local high of the price occurred following a bubble or revaluation,
which is why a further correction is observed.

This indicator must be used in conjunction with several, since there are many factors that
affect the price of a crypto asset.

The positive side of the volatility of crypto assets is attracting more and more new partici-
pants to the market. Technological progress does not stand still, and in order to keep up with
its trends, in order to protect entities from the negative consequences of the volatility of cryp-
tocurrencies, as well as to counter ML/TF/PF, the participation of the state in this segment is
necessary, examples of which will be considered in the course of the subsequent analysis.

In Russia, cryptocurrency continues to see steady growth as the Russian government con-
tinues to evaluate its regulations and legislation regarding the booming digital asset. However,
Russia has taken positive steps towards cryptocurrencies as the government recently approved
the use of cryptocurrencies for cross-border transactions [34]. In September 2022, the Bank of
Russia and the Ministry of Finance of the country announced that they had come to an agree-
ment that allows cross-border payments in cryptocurrencies [34]. In addition, Russian gov-
ernment officials also revealed in a Reuters article that they “sooner or later will legalize cryp-
tocurrencies as a means of payment” [35]. Such a policy seems to be in place already, as two
major financial institutions in Russia have also reportedly agreed to endorse the use of crypto
payments in international trade [35]. Among the 14.6 million Russians who own cryptocur-
rencies, ethereum is the most popular digital asset, with 32% of Russian crypto owners own-
ing this currency [36]. Surprisingly, bitcoin is only in second place with 30.8%. The thriving
altcoin scene in Russia is reflected in their ownership data, as almost one in five cryptocur-
rency holders in Russia most likely own ripple, dogecoin, or solana . It is not surprising that
Russia, as a country in which there are significantly more women than men, is one of the few
countries where more women than men master cryptography [36]. A study conducted by
Finder at the end of 2021 also showed that the majority of cryptocurrency holders in Russia
are approximately 18-34 years old (59.1%) [36].

Conclusion

Russia is one of the key players in the global cryptocurrency market. This fact is con-
firmed both by traffic from Russian users on the main crypto exchanges, and by a study by
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chain analysis. In September 2020, in the ranking of 154 countries on the Global Cryptocur-
rency Adoption Index (global crypto adoption index) Russia took 2nd place. This means that
the country has a high level of cryptocurrency use across all components of the index.

The volume of transactions with cryptocurrency in Russia in 2019-2020 in relation to the
population and the vastness of the economic system was significantly high, but in absolute
numbers it is much less than the similar indicators in the US and China.

From October 2020 to June 2021, Russia, along with several other emerging markets and
developing countries, was among the leaders in the number of visits to crypto exchange sites
such as binance (2" place), huobi (5™ place), bithumb (2" place), bitfinex (1% place).

The growing interest of Russian citizens, a significant amount of investments and high
risks, various operations with cryptocurrencies create potential systemic threats. According to
the central bank of the Russian Federation, the status of the Russian ruble, which is not a re-
serve currency, does not allow for a soft approach in the country and ignoring the increase in
risks.

The start of Russia's military operation in Ukraine led to a surge in crypto activity in both
countries. After sanctions hit the country, Russians exchanged their ruble for the stablecoin
Tether (USDT).

The RUB/USDT trading pair has grown significantly, reaching $29.4 at the end of Febru-
ary 2022. This is seen as an attempt to protect themselves from the degradation of their cur-
rency and stay away from the volatility associated with bitcoin [36].

Such reports suggest that stablecoins could lead to market dominance in 2022 if the con-
flict drags on. Crypto activity in the country continues to grow as people try to protect their
money.

Major crypto exchanges have refused to impose a ban on Russians, while P2P markets ap-
pear to have stepped up their incentives for would-be crypto holders.

When and if the law establishes cryptocurrencies as a means of payment similar to fiat
currencies, Russians can expect more crypto -related products. Business opportunities are
likely to enter the market, including financial derivatives.

However, today, amid internal conflict over the status of cryptocurrencies in the country,
Russian President Vladimir Putin has signed a new bill "prohibiting the use of digital assets
such as cryptocurrencies and NFTs to pay for goods and services.” The new law also requires
crypto exchanges and providers to refuse transactions in which digital payments could be
construed as a substitute for monetary exchanges. However, in the final paragraph of the law
there is a wording that makes exceptions for certain payments [37].

Thus, cryptocurrencies in Russia are already a controversial topic, with many factions in
the government debating whether to regulate or ban cryptocurrencies. The protocol, as early
as January 2022, reported government disagreements over what to do with cryptocurrencies.
The Central Bank of Russia has called for a ban on cryptocurrencies. However, the Ministry
of Finance has opposed this position, stating instead that the current regulation is sufficient
and necessary for the development of crypto technologies.
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KPUIITOBAJIIOTAJIBIK HAPBIK PECEN KAPXKBI HAPBIFBIHBIH 9JIEMIIK
APHAJIATBI KAHA CEI'MEHTI PETIH/JE

'Paboe O.B., 23youp Aszxap

YConmycmix-Bamvic Backapy uncmumymor — P® Ipesudenmi scanvinoager Peceil xanvik
WapyaublLiblebl HCIHEe MeMIeKemmiK Kbl3mem aKaoeMusicblubly guiuans,
Canxkm-Ilemepoype, Peceu
2 Menedorcmenm mexme6i, Malaysia Saines University (USM), ITenane, Manatizus

Anoamna. Maxanaoa Pecetidezi Kapoicbl HAPLIRbIHLIY 21IeMeHmi peminoe KPUnmosaioma
HApbIRbIHLIY — KAIBINMAcCy — Maceleci  Kapacmulpbliaobl. 3epmmeyoiy ~ o3exkminici
KpUnmoeanomaza CeHim Maceiecin weuty dcaHe onvl Peceil sxoHomuxaceinoa Konoanyovly
acaya  Hconoapvln  maby  Kaxcemminicimen — mycCiHOipinedi. 3epmmey  6apblcbiHOA
Kpunmosanioma Hapwl2vlinbly Pecetide de, wemende 0e oamyviHvly He2cizei MeHOeHYUAIApbl
AHBIKMANObL JHCIHE YCHIHBIIObI, KPUNMOBANIOMA HAPBIRLIHLIY KAPHCbl HAPLIRLIHLIY 0ACKa
NeMeHmmepiMer  He2i32l  CalblCMbIpMaibl  CUNAMMAMALApbl  AHBIKMAN0bl, COHOAU-aK
KpUnmoeanioma HapulblHblY KALbINMAcy Ke3eHOepi anblKmanovl. KpUnmoeanioma canacsl
AHBLIKMANLOBL.

3epmmeyoiy makcamol - ayblp IKOHOMUKATBIK 0A20ApPbIC NeH MOKbIPAYOblH MOKbIPAYbIH
6010bIpMAy YWiH CAHKYUALIK WeKmeylep MeH BalmalvlK Kedepeiiep CAHbIHbIY apmybl
ascvinoa Peceti sxonomukacvinoa Kpunmoeanioma HApLIRLIH OAMbBIMY JHCIHE  eH2i3y
npooOnemManapviy  aHblKmay. enoiy owcemexwii cananapvinvly 0ipi. Peceti mypeavinoapui
apacvlHoa Kpunmosaniomanaped CypaHblCmly apmyblHa aKelemin pemmeyuli op2anoapobly
Hezi32l OKU2anapvl MeH Manimoemenepi Kapacmulpolidobl.

bnoxuetinoi  kabwvinoay oOusnec modenvoepinoe2i UHHOBAYUANAPObI KO32AU  ANAMbIH
yuvimoapoa xcana yupravlk ungpaypeiieiv dcacai anraovl (Youe owcone m.o., 2019;
Hinnings, Gegenhuber, and Greenwood, 2018; Morkunas et al., 2019; Ticini et al., 2020) [1
[. Bnokueiin cuakmuvl yu@piolk dcone/nemece UHHOBAYUSILIK MEXHOLOUANAD APKbLLIbL iCKe
acuIpulIamvlH OU3HEC-M00eNboepOi MypaeHOIpy apMypii MaH KOHGUYPaAYUsIapvlH dcacayaa
aKenedi, KYHObl OyKeHOepee, KYH mizbecine dcone KYH mizOecine monmacmulpyea 00aaovl
(Chong et al., 2019; Fjeldstad & Snow, 2018) [2; 3].
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KPUNITOBAJIIOTHBIA PBIHOK KAK HOBBIMI CETMEHT ®UHAHCOBOT'O
PBIHKA POCCHUH HA MUPOBOM APEHE

Pados O.B.1, 3youp Axcap?
YCesepo-3anaonviii uncmumym ynpasnenus — punuan ®IEOY BO «Poccuiickast
axkaoemusi HapoOHO20 XO3AUCMBA U 20CYOapCmMEeHHOU cyxcovl npu [Ipezudenme

Poccuiicxoii @eoepayuuy, Cankm-Ilemepbype, Poccus
2[1Ixona menedxrcmenma, Yuusepcumem Counc Manatizusa (USM), [lenane, Manaiizus
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Annomauus.

B cmamve paccmompena npobnema cmanosnenus KpunmosaitomHo20 pPbiHKA KaK dile-
MeHma uHnancoso2o puvinka 6 Poccuu. Akmyanbnocmob ucciedosanus 00yciosiena Heooxo-
OUMOCMbIO peuteHusi NpoobemMbl 008epus K KPUNMosantome U NOUCKY HOBbIX Nymell ee npume-
HeHUsl 8 POCCUTICKOU 9KOHOMUKe. B xo0e usyuenusi 6viiu 6vis61eHbl U NPeOCcmasienbl OCHO8-
Hble MeHOeHYUuU pazeumusi KpUnmosaiiomHo20 pulHKa Kak 6 Poccuu, max u 3a pybescom,
onpeoeieHbl OCHOBHbIE CPABHUMENbHbLE XAPAKMEPUCUKY KPURMOBATIOMHO20 PLIHKA C UHbI-
MU dNeMEeHMamu (PUHAHCOB020 PLIHKA U BblOENEHbl IMANbL CMAHOBNIEHUS KPUNMOBATIOMHOLL
unoycmpuu. Llenv ucciredosanus 3axnouaemcs 6 onpeoeieHuu npooiem 6 0C80eHUU U 6HeO-
PpeHuU Kpunmoeaniomio20 pblHKa 8 3KoHoMuky Poccuu na ¢pone pocma wucia caHKyuoHHbIX
02PAHUYEHUT U BATIOMHBIX OAPLEPOS C YETbI0 NPEOOMBPAWCHUSL MANHCEN020 IKOHOMUUECKO2O0
Kpu3uca u cmazsHayuu CmazHayuu 6edywux ompacietl cmpamnwl. Paccmompenvl ocnosHule co-
ObImusl U 3a561eHUsL Pe2yIUPYIOWUX OP2aH08, KOMOopble 6e0YM K VEEIUYeHUIO CRpocd Kpun-
MOBANIOM V POCCULICKO20 HACENEeHUs.

Bueopenue Onoxueiina moscem co30amv HO8YIO YUPPOBYIO UHDPACMPYKMYDY 8 OPaHU-
3ayusxX, KOMopas Modcem cmumyauposams unnosayuu 6 ousznec-wooensix (Chong et al.,
2019; Xunnunec, I'ecenxybep u I punsyo, 2018; Mopkynac u op., 2019; Tuuunu u op., 2020)
[1]. Tpancghopmayus 6usnec-mooenei, obecneuusaemas Yyu@pposvimu u/uiu UHHOBAYUOHHbL-
MU MEXHONOSUSAMU, MAKUMU KAK OJOKYEUH, NPpUOOUm K CO30AHUI) PA3IUYHbIX 8APUAHMOS8
KOH@Ueypayuil cmoumocmu, Komopwvle MO2ym Oblmb C2PYNNUPOBAHbL 8 MA2A3UHBL YEHHOCHU,
yenouxu cozoanus cmoumocmu u cemu cozoanus yenrnocmu (Chong et al., 2019; Fjeldstad &
Snow, 2018) [2; 3].
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